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6. Description sommaire du cas :

Le donateur fait une promesse de don et il peut s’enregistrer dans le system ou pas pour le faire. Pour un utilisateur enregistré, il doit se connecter pour faire un don, de plus il peut modifier son don ou supprimer son don. Lors de l’authentification d’un donateur il se peut qu’il entre des identifiants erronés, de ce fait le système invite l’utilisateur a les corrigées.

1. Acteur principal : Donateur
2. Acteur secondaire : aucune
3. Préconditions : aucune
4. Scénario nominal :
5. Le donateur enregistre en don avec les informations requises
6. L’application valide les données
7. L’application affiche un sommaire avec les informations entrées par le donateur (confirmation que le don a été enregistré)
8. L’application affecte le don automatiquement à un employé pour être traitée
9. Scénarios alternatifs :

Alternatif 1

1. Le donateur doit s’enregistrer pour faire un don
2. L’application affiche un formulaire d’enregistrement au donateur
3. L’application valide les infos entrées par le donateur
4. L’application connecte le donateur avec le système par l’entremise de son identifiant
5. L’application continue avec le processus à énoncé 10

Alternatif2

1. Le donateur annule l’enregistrement de don
2. L’application affiche la page d’accueil pour enregistrement de don au donateur

Alternatif3

1. Le donateur annule l’authentification
2. L’application affiche la page d’accueil d’authentification au donateur
3. Exceptions ou erreurs :

* E1 – données non valides

À l’énoncé 10 l’étape (b), l’application valide certaines données et retourne la page enregistrement de don au donateur avec un message d’erreur

* E2 – identifiant non valide

À l’énoncé 11, l’alternatif 1 étape (c), l’application valide l’identifiant et retourne la page d’accueil d’authentification au donateur avec un message d’erreur en cas d’un identifiant non valide.

1. Post conditions :

* Utilisateur authentifié et connecté selon son identifiant avec ses options propre à son rôle.